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(in lieu of meeting at the 2022 Fall National Meeting)

CYBERSECURITY (H) WORKING GROUP
Tuesday, November 15, 2022
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Meeting Summary Report

The Cybersecurity (H) Working Group met Nov. 15, 2022. During this meeting, the Working Group:

1. Adopted its Oct. 11 Minutes, which included the following action:
   A. Adopted its Summer National Meeting minutes.
   B. Heard an update on international work related to cyber.
   C. Adopted the “Summary of Cybersecurity Tools” memorandum.
   D. Received an update on the cybersecurity workstreams document.

2. Heard a presentation from the Cybersecurity and Infrastructure Security Agency (CISA) on its work on cybersecurity and how state insurance regulators can support that work. The discussion included the following items:
   A. CISA will be evaluating its responsibilities under the federal Cyber Incident Reporting for Critical Infrastructure Act of 2022 (CIRCIA). CISA is considering and seeking input from industry on who should be considered to be critical infrastructure and therefore a covered entity, the threshold for covered incidents, and the information CISA should gather as part of cybersecurity incidents.
   B. CISA published cybersecurity performance goals (CPGs), which are voluntary cybersecurity practices intended to help those deemed to be critical infrastructure, especially small and medium-sized organizations.
   C. CISA developed a program called Shield’s Up, which provides industry with a series of steps a company should take to mitigate cybersecurity risk specifically in response to the U.S.’ support for Ukraine and Russia’s potential for a cybersecurity response.